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Abstract
Identifying AIGC-generated misinformation
videos on social media remains a formidable chal-
lenge for purely automated methods. In contrast,
human observers contribute distinctive insights
into the specific regions of a video that exhibit tell-
tale artifacts. Moreover, Vision-Language Models
(VLMs) have demonstrated considerable promise
in capturing the semantic content of videos. In this
work, we present an initial investigation of how to
leverage human-elicited insights, in conjunction
with VLMs, to detect misinformation videos on
social platforms. First, we conducted in-depth
interviews to elicit the aspects of video content
that users find most suspicious. Building on these
findings, we introduce a structured prompting
framework that integrates multiple perspectives
derived from human insights. Experimental results
across diverse misinformation video benchmarks
and VLM architectures show that our approach
consistently outperforms baseline prompting
strategies. For instance, on the UADFV dataset,
our method yields a 31.64 % increase in accuracy
when applied to the Gemini model. Ablation
studies further validate the individual contribution
of each category of human insight.

1 Introduction
Detecting misinformation videos generated by AI remains a
formidable challenge, owing to the increasing sophistication
of content synthesis techniques [Papadopoulos et al., 2023],
the rapid proliferation and evolution of such videos across
platforms [Xu et al., 2023], and the heterogeneous nature
of misinformation types [Micallef et al., 2022]. Conven-
tional solutions have largely depended on dedicated forensic
video identification models [Xu et al., 2023], which nonethe-
less frequently exhibit suboptimal accuracy and offer limited
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interpretability [Xu et al., 2023]. In light of these limita-
tions and obstacles, Vision-Language Models (VLMs) have
emerged as a compelling alternative for discerning seman-
tic inconsistencies in video data [Tahmasebi et al., 2024],
although the question of how best to construct prompts for
VLM-based detection remains unresolved.

Humans exhibit a remarkable and surprising sensitiv-
ity to AIGC misinformation videos, often detecting them
through the recognition of distinct visual and contextual ar-
tifacts [Joslin et al., 2024]. These innate abilities provide
valuable insights for the design of robust AI-driven detec-
tion systems, particularly by enhancing interpretability. In
contrast, fully automated approaches frequently struggle to
capture such subtle cues, leading to limited explainability.
This motivates our core research question:How can human-
derived artifact identification insights be systematically inte-
grated to improve both the accuracy and interpretability of
VLMs for AIGC misinformation video detection?

Our research methodology comprises two sequential
stages. First, we carried out theory-driven user interviews
to systematically elicit and analyze the heuristics and cues by
which individuals distinguish misinformation videos. Sec-
ond, we designed, implemented, and evaluated an explain-
able prompting framework for VLMs grounded in the human-
derived insights obtained from these interviews.

Through our foundational analysis, we distilled three
main principal dimensions that users employ when assess-
ing video authenticity, each corresponding to a distinct cog-
nitive heuristic: Content and narrative coherence (e.g., story-
line plausibility, narrative complexity), Visual detail and re-
alism (e.g., physical consistency, rendering artifacts), Image
integration and composition (e.g., element fusion, artificial
layering). These three dimensions serve as the pillars of our
systematic prompting framework.

Building on these dimensions, we propose a systematic
prompting framework that decomposes detection into three
targeted subqueries corresponding to our identified human
insights. By explicitly aligning each prompt with human-
derived heuristics, our framework yields interpretable diag-
nostic axes.



Figure 1: The algorithm framework for this paper.

We evaluated our human-insight-driven prompting meth-
ods across several benchmark datasets spanning from
deepfakes to text-to-video generations, including GenVid-
Bench [Ni et al., 2025], T2VQA-DB [Kou et al., 2024],
Celeb-DF-v2 [Li et al., 2020], FaceForensics++ [Rossler et
al., 2019] and UADFV [Li et al., 2018], utilizing state-of-the-
art VLMs including qwen-vl-max, gpt-4o, claude-3-7-sonnet
and qvq. Our result demonstrated a significant improvement
in misinformation video identification accuracy. For instance,
with the Gemini model, accuracy on the UADFV dataset im-
proved by 31.64% (from a baseline of 0.2857 to 0.6021 with
our method). Furthermore, our ablation studies underscored
the general effectiveness of human insight categories. On the
FaceForensics++ dataset, for example, where a strong syn-
ergistic effect was observed, each of the three core insight
categories (Content & Narrative Coherence, Visual Details &
Realism, and Image Integration & Composition) was found to
contribute positively. The removal of any single category de-
graded accuracy by at least 19.17%. To sum up, the primary
contributions of this paper are:

• Derived key human insights, specifically narrative coher-
ence, visual realism, and image composition that facilitates
discerning misinformation videos.

• Proposed an explainable prompting framework that hi-
erarchically integrates these human-derived insights to guide
video misinformation analysis.

• Empirically established the superiority of this insight-
driven prompting over naive methods.

2 Background & Related Work
The proliferation of manipulated videos necessitates ad-
vanced identification strategies. We survey key research con-
cerning human cognitive and perceptual responses to manip-
ulated visual content, the evolution of automated detection,
particularly via LLMs, and the development of explainable
AI for these visual systems.

2.1 Human Reception and Evaluation of
Manipulated Video Content

The human visual system exhibits a notable specialization for
face recognition [Morrisey et al., 2019; Allison et al., 1994],

enabling extraction of facial traits and identification of dif-
ferences crucial for social interaction [Morrisey et al., 2019].
This inherent sensitivity to facial information, combined with
the strong attentional draw of faces [Walther et al., 2001], sig-
nificantly influences online decision-making in contexts rang-
ing from social connections [Rashtian et al., 2014; Bakhshi
et al., 2014] to commercial transactions [Dai et al., 2018;
Banerjee et al., 2022]. Consequently, facial imagery fre-
quently becomes a prime target for manipulation in misin-
formation campaigns designed to illicitly gain user trust.

Despite specialized visual skills, humans often struggle to
detect subtle video manipulations without guidance, as judg-
ments are shaped by cognitive biases [Shahid et al., 2022]
and deceptive contexts like fake social profiles [Ruffin et
al., 2024]. Yet, human evaluations uniquely draw on narra-
tive plausibility, source credibility, and visual inconsistencies.
Integrating these holistic strategies [Seng et al., 2020] into
forensic tools is key to supporting human judgment.

2.2 Identifying Multimodal Misinformation
through Large Models

Recent advances in generalized face attack detection have in-
troduced several promising approaches. FA3 -CLIP [Li et
al., 2025] demonstrates effective contrastive learning frame-
works for cross-domain face anti-spoofing, while mixture-
of-experts (MoE) based methods [Kong et al., 2024] have
shown superior performance by specializing different expert
networks for various manipulation types. Particularly rele-
vant is the work on interpretable face anti-spoofing that en-
hances generalization with multimodal large language mod-
els [Zhang et al., 2025], which shares our goal of combining
human interpretability with advanced model architectures.

Hybrid architectures have also been prominent, combing
VLMs with LLMs through knowledge-guided adaptation and
multi-turn prompting for explainable detection [Yu et al.,
2025], or integrating small and large language models to
leverage their complementary strengths [Wang et al., 2024].
Further innovations include zero-shot detection pipelines in-
corporating evidence re-ranking and fact verification [Tah-
masebi et al., 2024], and methodologies like MDAM that
scrutinize intra-modal features and inter-modal inconsisten-
cies [Xu et al., 2025], with comprehensive reviews mapping
this dynamic landscape and future directions [Abdali et al.,



2024]. Different from these approaches, our work proposed
a structured, insight-driven prompting strategy to elicit con-
sistent, informative misinformation identification, moving to-
wards explainable detection.

2.3 Explainable Methods in Misinformation
Videos’ Identification

Enhancing the explainability of models for identifying mis-
information videos has become a growing focus in recent
research, as it plays a crucial role in fostering user trust
and supporting model diagnostics. One line of work cen-
ters on prototype-based explanations, where model decisions
are linked to representative visual exemplars. For instance,
ProtoExplorer [de Leeuw den Bouter et al., 2023] allows in-
teractive exploration and refinement of a deepfake model’s
prototypes, while other methods leverage learned multimodal
prototypes to improve robustness against unseen manipula-
tions [Pellicer et al., 2024]. Another direction involves fea-
ture attribution and localization, employing post-hoc tech-
niques like LIME to highlight influential image regions [Tsi-
gos et al., 2024], applying network dissection to map CNN
units to semantic facial concepts [Mansoor and Iliev, 2025],
or extracting localized forensic features from global video
representations [Soltandoost et al., 2025]. A third category
focuses on generating natural language justifications, such as
the TruthLens framework [Kundu et al., 2025], which uses a
vision backbone and a multimodal language model to answer
fine-grained queries and provide detailed textual reasoning.
While diverse approaches aim to enhance the transparency
of complex detection methods, our insight-guided prompting
offers a direct route to explainability by employing a hierar-
chical, human-centric approach.

3 Developing Identification Strategies from
Human Insights

To gather insights on what users cared about and from which
perspective would users discern misinformation videos, we
conducted a deep user interview.

3.1 Experiment Setup and Analysis
To examine user perceptions and detection strategies for
AIGC-generated misinformation videos, we conducted one-
on-one, semi-structured interviews with fourteen participants
(5 male, 9 female; M = 22.9 years, SD = 2.9), recruited via
online chat groups until thematic saturation [Aldiabat and
Le Navenec, 2018]. Thematic saturation was determined
when no new insights or themes emerged from consecutive
interviews, specifically when the final interviews (partici-
pants 12-14) yielded no novel categories beyond the three
primary dimensions identified from earlier participants. Par-
ticipants varied in background: four held Ph.D.s, nine bach-
elor’s degrees, and one completed high school. Each session
involved discussing influential factors for detecting misinfor-
mation and demonstrating their application, supported by ex-
ample videos (Section 5.2) and reflections on prior encoun-
ters with AIGC content. Interviews were audio-recorded,
transcribed verbatim, and thematically analyzed [Clarke and
Braun, 2017]. Two researchers independently coded tran-

scripts, resolving differences through discussion, yielding a
final framework with an inter-coder reliability of 0.90.

3.2 Results
Participants predominantly cited three dimensions: content
and narrative coherence, visual detail and realism, and image
integration and composition.

Content & Narrative Coherence: A substantial majority
of participants (9/14) emphasized the structural and semantic
integrity of video narratives when suspecting AI generation,
noting examples of simplistic, formulaic, or superficial con-
tent that lacked expected depth (P1, P2, P7). Moreover, 7 of
14 participants specifically evaluated logical and temporal co-
herence: they assessed whether the content was “reasonable
and logical” (P3), probed for internal inconsistencies (P7),
or flagged instances of “chaotic logic” (P6, P9, P12) or “ab-
surd” plot developments (P7, P8, P11).

Video length emerged as a salient factor for six of fourteen
participants, eliciting mixed perspectives. Three participants
(P3, P5, P11) reported that longer videos appeared more sus-
picious, whereas another three (P6, P9, P12) argued that ex-
tended duration can facilitate detection when narrative coher-
ence deteriorates.

Visual Details & Realism: Participants placed substantial
emphasis on detailed examination of visual artifacts, identi-
fying inconsistencies in physical realism, material rendering,
and object appearance as hallmarks of AI-generated manip-
ulations. Notably, seven of fourteen participants explicitly
pointed to visual or technical anomalies—such as irregular
textures or implausible lighting—as key indicators. Illustra-
tive feedback ranged from general remarks regarding AI’s
“technical bottleneck” leading to visible flaws (P1) and in-
stances where “relevant details are not handled well” (P13),
to precise mentions of “unnaturalness in the background, fa-
cial expressions, or other elements” (P2).

Moreover, six of fourteen participants (P5, P6, P8) reported
relying on distinct technical anomalies as diagnostic cues,
such as audio–visual desynchronization (P6), misaligned lip
movements (P5), and unnatural biomechanical motion like
atypical facial muscle activation—collectively described as
“bugs in details” (P5). Another six participants commented
more broadly on video quality, AI tool maturity, and viewer
experience: less advanced outputs were easier to detect (P3);
discernment improved with familiarity via AI editing tools
(P4); poor visual consistency reduced credibility (P9); AI
could mimic flaws yet still show weaknesses (P5, P10); and
hyper-realistic clarity could also raise suspicion (P14). Fi-
nally, contextual factors—such as subject matter (P2, P11)
or overall video sharpness (P7)—influenced the depth of
scrutiny.

Image Integration & Composition: Participants’ aware-
ness of AI’s use in augmenting footage and generating scenes
critically shaped their authenticity assessments, with per-
ceived integration seamlessness being pivotal. A notable
group (7/14) reported observing flaws in visual element com-
bination, including issues with blending, seams, manipula-
tion artifacts, or compositional integrity. These users looked
for anomalies in how elements like swapped faces or artifi-
cial backgrounds blended (P2); applied familiarity with AI



Table 1: Human insights which facilitated the hierarchical prompting strategy.

Category Detailed Insights VLM Evaluation Directive User Study Basis
1. Content &
Narrative Co-
herence

Lack of Complexity
/ Storyline Bland-
ness

Evaluate if the storyline appears unusually
bland or lacks expected complexity.

9/14 noted issues with over-
all narrative quality, like con-
cerns about simplicity, formu-
laic structure, or lack of depth.

2. Visual De-
tails & Realism

Material/Texture
Unnaturalness

Assess if object materials or textures appear
overly uniform, lack natural gradients, or
are inconsistent with their real-world counter-
parts.

7/14 reported various visual or
technical inconsistencies.

Illogical Perspec-
tive Relationships

Examine perspective relationships for unsci-
entific or illogical inconsistencies.

7/14 noted visual/technical in-
consistencies.

Computer-
Generated Object
Flexions

Inspect bends or curves in objects for
hard-edged, computer-generated characteris-
tics rather than natural flexions.

7/14 observed visual/technical
flaws.

3. Image In-
tegration &
Composition

Artificial Element
Separation / Bound-
aries

Analyze transitions and boundaries between
foreground and background elements for
overly clean, sharp or artificial-looking sepa-
rations.

7/14 reported flaws in image or
element integration.

Modular or “Copy-
Paste” Effects

Identify if figures or elements within the video
exhibit significant modular characteristics, re-
sembling a ‘collage’ or ‘copy-paste’ effect.

7/14 reported flaws in image or
element integration.

techniques (e.g., face swaps, video splicing) to detect arti-
facts (P3, P5); or identified “technical problems” (P8, P11)
and inconsistent behaviors (P9) indicating integration issues.

Perceived production value and the technical execution of
compositional elements also significantly influenced trust for
6/14 participants (including P7, P8, P10, P14). Some, like P7,
felt “AI-generates fake videos seem cheaper,” while P8 noted
“low production quality” in element combination could fos-
ter suspicion. This sometimes linked to a perceived tempo-
ral limitation of current AI in maintaining coherent composi-
tions, with 2 users (P9, P12) suggesting AI struggles beyond
a few seconds. P10 cited lack of AI disclosure as decreas-
ing trust, while P14 reported resorting to external validation
(e.g., peers, reviews, platform labels) when intrinsic visual
cues about integration were ambiguous.

4 Explainable Prompting Method
Built on the user study which identified key factors to discern
AIGC misinformation videos, we developed an explainable
prompting method. This method aims to systematically incor-
porate human-understandable insights into VLMs to enhance
identification accuracy and provide interpretable results.

4.1 Prompt Strategy Based on Human Insights
We distilled the findings from user surveys and interviews
into distinct categories of visual and contextual cues. These
categories form the basis of our prompting strategy, where
each category addresses a specific facet of potential AI-
generated artifacts. The selected insights are:

Category 1: Content & Narrative Coherence This cate-
gory assesses the plausibility and natural flow of the video’s
storyline and thematic elements. AI-generated content may

exhibit unusually simplistic and disjointed narratives. The
prompt focus on one core aspect “Evaluate if the storyline
appears unusually bland of lacks expected complexity, which
can be indicative of AI generation.”

Category 2: Visual Details & Realism This prompts the
VLM to scrutinize the fine-grained visual elements within the
video, checking for consistency with real-world physics, ma-
terials and object morphology. AI models may falter in ren-
dering these details accurately. The prompt insights focus on
three aspects: “Assess if object materials or textures appear
overly uniform, lack natural gradients, or are inconsistent
with their real-world counterparts.”, “Examine perspective
relationships within the video for unscientific or illogical in-
consistencies.”, and “Inspect bends or curves in objects, par-
ticularly looking for hard-edged, computer-generated char-
acteristics rather than natural flexions.”

Category 3: Image Integration & Composition This cat-
egory directs attention to how various visual elements and
figures are combined within the frame and across scenes. AI
generation can result in unnatural seams, layering or repeti-
tive modularity. The prompt insights focus on two aspects:
“Analyze the transitions and boundaries between foreground
and background elements for overly clean, sharp or artificial-
looking separations., and “Identify if figures or elements
within the video exhibit significant modular characteristics,
resembling a ‘college’ or ‘copy-paste’ effect.”

4.2 Prompt Flow Design
The prompting flow is designed to systematically query the
VLM regarding each category of insights for a given video.
This involves a hierarchical prompting structure where VLM
queries each insight and finally returns the ensembled re-
sult. The goal is to elicit a reasoned “thought process” from



the VLM, mirroring human-like multi-faceted critical anal-
ysis, before it arrives at a final identification decision. This
structured approach contrasts with naive prompting methods
by providing explicit, explainable dimensions for the VLM
to consider. We employ a multi-tiered prompt architecture
that follows a coarse-to-fine progression and is organized into
three principal analytical frameworks corresponding to the
above categories.

Prompt Engineering Methodology
Our prompt generation follows a systematic process: (1) In-
sight Extraction: Human insights from interviews are codi-
fied into evaluative criteria following established qualitative
analysis protocols [Wei et al., 2022]; (2) Linguistic For-
mulation: Each insight is translated into clear VLM direc-
tives using consistent grammatical structures; (3) Validation:
Generated prompts are tested on a pilot set of videos to ensure
reliable VLM responses and alignment with human insights
through expert review.

5 Experiment Settings
We conducted an experiment including various models and
datasets to validate the results. This section details the model,
dataset and parameter settings.

5.1 Model Settings
We leverage state-of-the-art VLMs, including qwen-vl-max,
glm-4v-plus, claude-3-7-sonnet, gemini, gpt-4o, gpt-4o-mini
to assess the generalizability of the prompting methods.
These models span across different architectures, brand, sizes
and open/close source status.

5.2 Datasets
We utilize several benchmark datasets to evaluate our pro-
posed methods. These datasets encompass various types of
AI-generated videos, from T2V generations to deepfakes.

GenVidBench [Ni et al., 2025] is a challenging contempo-
rary benchmark for detecting AI-generated videos, featuring
synthetic content from advanced text-to-video and video-to-
video models such as Pika, Mora and SVD. It includes videos
with diverse resolutions and frame rates

T2VQA-DB [Kou et al., 2024] specifically targets text-
to-video generations, incorporating content from ten distinct
generation processes (nine unique models like Text2Video-
zero and AnimateDiff, with Tune-a-video using two pre-
trained weights).

Celeb-DF-v2 [Li et al., 2020] is a large-scale dataset
extensively used for deepfake detection, focusing on face-
swapped videos of celebrities created using common deep-
fake techniques. It presents a data distribution with 590 real
videos and 5,639 deepfake videos, all averaging 13 seconds
at 30 FPS, primarily sourced from YouTube interviews.

FaceForensics++ (C23) [Rossler et al., 2019] is a dataset
of manipulated videos using four different techniques (Deep-
fakes, Face2Face, FaceSwap and NeuralTextures). It applied
these four state-of-the-art automated face manipulation meth-
ods to 1,000 pristine videos originally sourced from YouTube.

UADFV [Li et al., 2018] is an earlier deepfake detection
dataset focusing on physical signals such as eye blinking, fa-
cial expressions, and lip movements. It generates 49 deepfake
videos from web-sourced interviews and presentations.

5.3 Parameter Settings
According to the input requirements of the VLM we use, we
utilize the DashScope SDK and OpenAI API to pass the local
video path or segmented frames. As part of this process, we
set the sampling parameter to fps=10, which means the VLM
samples at 10 frames per second. If the total frames exceeded
the maximum allowing context of the models, we took the
maximum number of frames with equal-interval sampling. In
actual processing, if a video causes errors because its frame
rate does not meet this requirement, we skip the video. Tem-
perature and other hyper-parameters were set as default to fa-
cilitate reproduction. We evaluated three times and reported
the average accuracy to avoid fluctuation. Input videos were
processed at their original resolution, with VLMs automati-
cally resizing according to their internal requirements (e.g.,
maximum 10MB for some models). The baseline prompt
simply asked: ”Please determine whether this video is AI-
generated or real. Directly provide your answer as either
’AI-generated’ or ’Real’.”

6 Results
We present the empirical outcomes of our human-insight-
driven prompting methodology. We first discuss the overall
accuracy improvements achieved by our approach in compar-
ison to baseline methods. This is followed by an ablation
study designed to elucidate the distinct and combined contri-
butions of the human insight categories.

6.1 Accuracy
Our primary finding, as evidenced in Table 2, is that the pro-
posed human-insight-driven prompting strategy (‘Ours’) gen-
erally achieves superior accuracy in identifying AIGC misin-
formation videos compared to conventional baseline prompt-
ing techniques (‘baseline’). This advantage was observed
across a diverse range of state-of-the-art VLMs and challeng-
ing benchmark datasets utilized in our evaluation.

Several prominent VLMs demonstrated consistent and of-
ten substantial performance enhancements when guided by
our human-centric prompts. For example, the Claude-3-7-
sonnet model, when employing our method, outperformed its
baseline counterpart on all five datasets, with accuracy in-
creasing from 0.9203 to 0.9849 on GenVidBench and from
0.7725 to 0.9087 on FaceForensics++. Similarly, the gpt-4o-
mini model exhibited marked improvements, notably achiev-
ing perfect accuracy (1.0000) on the UADFV dataset with
our method, compared to the baseline’s 0.9796, and a sig-
nificant gain on T2VQA-DB (0.9700 ‘Ours’ vs. 0,8900
‘baseline’). The gemini model also consistently benefited
across all datasets, registering a particularly wide margin on
UADFV (0.6021 ‘Ours’ vs. 0.2857 ‘baseline’). Overall,
the results confirm the general efficacy of our approach and
highlight the significant potential of systematically integrat-
ing human-derived analytical cues to enhance VLM accuracy
in misinformation video detection.



Table 2: Accuracy of different models across different datasets.

Model Strategy GenVidBench T2VQA-DB Celeb-DF-v2 FaceForensics++ UADFV

Qwen-vl-max Ours 0.9850 0.8280 0.9660 0.9036 0.6415
baseline 0.9450 0.6774 0.9260 0.8798 0.7062

GLM-4v-plus Ours 0.9350 0.8265 0.5583 0.9348 0.8834
baseline 0.9509 0.6700 0.4500 0.8199 0.7000

Claude-3-7-sonnet Ours 0.9849 0.9950 0.5540 0.9087 0.8544
baseline 0.9203 0.9800 0.5283 0.7725 0.8029

Gemini Ours 0.9565 0.8200 0.6272 0.7025 0.6021
baseline 0.9189 0.6947 0.4799 0.6760 0.2857

GPT-4o Ours 0.9600 0.9000 0.3600 0.2027 0.5249
baseline 0.9700 0.9500 0.3250 0.2460 0.5200

GPT-4o-mini Ours 0.9900 0.9700 0.9869 0.9909 1.0000
baseline 0.9800 0.8900 0.9637 0.9913 0.9796

6.2 Ablation
To dissect the impact of the constituent components within
our human-insight-driven prompting strategy, we conducted
an ablation study. The results, presented in Table 3, evalu-
ate configurations where one or more of the three core hu-
man insight categories – A (Content & Narrative Coherence),
B (Visual Details & Realism), and C (Image Integration &
Composition) – were systematically removed or isolated.

The results primarily revealed that the ‘All’ configura-
tion, integrating all three human insight categories, con-
sistently and often substantially outperformed the ‘Vanilla’
(naive prompting) baseline across the evaluated datasets. This
outcome highlights the collective benefit derived from em-
ploying structured human insights. For instance, on the
FaceForensics++ dataset, the ‘All’ configuration achieved
perfect accuracy (1.0000), a marked improvement over the
‘Vanilla’ baseline’s 0.7314. Similar significant performance
gains for the ‘All’ configuration were also obsrved on
other datasets, including Celeb-DF-v2 (0.6600 vs. 0.5399)
and GenVidBench (0.8160 vs. 0.7741).

Furthermore, the results elucidated the nuanced, dataset-
contingent roles of individual insight categories. A clear syn-
ergistic effect among the three categories was evident on the
FaceForensics++ dataset. The removal of any single insight
category (configurations ‘All-A’, ‘All-B’, ‘All-C’) led to a sig-
nificant degradation in accuracy from the 1.0000 achieved
by the ‘All’ configuration (e.g., ‘All-A’ accuracy dropped
to 0.7903). This demonstrates that for this specific dataset,
all three components were critical and contributes positively
to achieving optimal performance. Despite these dataset-
specific complexities in component interactions, the consis-
tent margin by which the ‘All’ configuration surpassed the
‘Vanilla’ baseline reinforces the overall value of the compre-
hensive, multi-faceted human-insight prompting strategy.

6.3 Case Analyses
To illustrate our prompting method’s analytical accuracy and
enhanced explainability, we analyze two distinct cases us-
ing the VLM’s articulated reasoning. Case 1 (Figure 2,

(a) The sixth extracted frame. (b) The thirtieth extracted frame.

Figure 2: (a) the sixth and (b) thirtieth extracted frame.

corridor scene) was assessed by the VLM correctly as AI-
generated, a conclusion reached through multiple suspicious
indicators identified via our structured prompts (reasoning de-
tailed in Appendix C). For Content & Narrative Coherence,
prompted by human insights on AIGC’s narrative simplicity,
the VLM identified a “rudimentary plot devoid of complex
developments.” This assessment, aligning with AIGC char-
acteristics, demonstrated the prompt’s utility in pinpointing
a key human-perceived marker of artificiality. Under Visual
Details & Realism, prompts concerning artificial cleanliness,
texture uniformity, perspective, and flexion (common AIGC
flaws) led to several key findings. The VLM noted the cor-
ridor’s “high degree of uniformity and lacks discernible im-
perfections,” the attire’s “uniform coloration, lacking natu-
ralistic gradients,” “notable evenness’ in lighting, “excessive
idealization” and “unnaturally precise” geometry, and neces-
sitated scrutiny for “mechanistic or robotic movement pat-
terns.” These observations, highlighting a lack of real-world
irregularities and natural variations, collectively supported
suspicious as critical human-perceived indicators of AI. For
Image Integration & Composition, prompts about modu-
larity guided the consideration of signs like abrupt changes
or repetition. The VLM’s synthesis, stating “multiple factors
... converge to suggest an AI-generated origin,” shows how
this structured interrogation built a compelling case from ac-
cumulated human-perceptible evidence.

Case 2 (Figure 3, interview scene) led to a contrasting



Table 3: Accuracy of different ablation configurations across different datasets. Baseline denoted prompting with no designed strategy.

Model GenVidBench T2VQA-DB Celeb-DF-v2 FaceForensics++ UADFV
All 0.8160 0.9500 0.6600 1.0000 0.5431

All-A 0.6979 0.9600 0.7025 0.7903 0.5769

All-B 0.8348 0.9250 0.6316 0.8083 0.6194

All-C 0.8732 0.9600 0.5634 0.7135 0.5778

All-A/B 0.7864 0.9150 0.5731 0.7787 0.6075

All-A/C 0.8595 0.9200 0.5615 0.7183 0.5046

All-B/C 0.6474 0.9146 0.5187 0.7036 0.5572

Baseline 0.7741 0.9141 0.5399 0.7314 0.4741

conclusion: the video could not be definitively determined
to be AI-generated, thus suggesting authenticity (reasoning
from Appendix C). For Content & Narrative Coherence,
the VLM found the storyline “conventional ... and does not
appear unusually bland.” This response, unlike Case 1, indi-
cated authenticity by not aligning with AIGC’s typical nar-
rative shallowness. In Visual Details & Realism, prompts
guided the VLM to confirm “normal textual appearance, de-
void of anomalous smoothness,” “positioning and scale ...
consistent with realistic proportions,” and “gestures and bod-
ily movements appear natural and fluid.” The absence of AI-
associated flaws in texture, perspective, and motion consis-
tently supported the video’s authenticity. Similarly, for Im-
age Integration & Composition, prompts led to findings of
a “natural, without conspicuous segmentation” foreground-
background transition and a “cohesive whole, with no dis-
cernible traces of sectional assembly.” The lack of artificial
compositing or modularity further indicated authenticity. The
VLM’s summary for Case 2, noting “... no two or more ... fac-
tors present conditions that warrant significant suspicious,”
sharply contrasts with Case 1, underscoring the framework’s
ability to guide nuanced, evidence-based assessments. These
analyses highlights the effectiveness in guiding VLMs to dis-
tinct, explainable identification.

(a) The fifth frame. (b) The twenty-ninth frame

Figure 3: The fifth and twenty-ninth frame.

7 Discussions and Future Directions
Building on these findings, key future directions emerge.
First, further investigation into nuanced insight contributions
is crucial, including exploring dynamic integration, an ex-
panded perceptual heuristic taxonomy potentially leveraging

cognitive science, and sophisticated prompt engineering be-
yond current hierarchies. Second, enhancing VLM explain-
ability and intrinsic capabilities is vital; while our approach
grounds detection in human-understandable terms, VLMs
should provide detailed, localized (e.g., spatio-temporal) jus-
tifications. Third, broadening analytical scope and enhanc-
ing robustness remain paramount. While our English-based
prompts show strong performance, the universality of visual
artifacts suggests potential cross-linguistic applicability, as
the identified human insights represent cognitive heuristics
that transcend linguistic boundaries [Wang et al., 2025]. For
extended video content, our modular framework allows hi-
erarchical analysis where videos are segmented temporally
and insights aggregated across segments [Azad et al., 2025].
The analytical scope could broaden from visual cues to in-
corporate multimodal elements (audio, metadata, platform-
specific context [Micallef et al., 2022]) for holistic assess-
ment and improved resilience against sophisticated multi-
modal deepfakes. Finally, addressing the rapid evolution of
AIGC techniques [Papadopoulos et al., 2023; Xu et al., 2023]
is paramount. Detection models require inherent explainabil-
ity, robustness, and adaptability to novel generation methods.
Our framework’s modularity enables incremental updates as
new artifact types emerge [Faber et al., 2024]. However,
there still remains need for research into few-shot prompt-
ing adaptation for new artifact types and domain generaliza-
tion [Ni et al., 2025]. While our user study with 14 partici-
pants achieved thematic saturation for the core insight cate-
gories, future work could validate these findings with diverse
participant pools to enhance generalizability across different
cultural contexts and user demographics.
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report [Bailey et al., 2012] and Belmont report [Beauchamp
and others, 2008] in organizing, designing and carrying
out studies. Participants in our study has freedom in quit-
ting the study without any reason, and was properly com-
pensated according to the local wage standard. At the
designing stage, our study encouraged participants to dis-
cern misinformation videos and critically think about the
misinformation. Participants also agreed unanimously they
reflected more critically after using the systems. Af-
ter the study, we debriefed the study’s content, the fake
videos to the participants and encouraged them to critically
examine the misinformation videos.

A Prompt Template for AI Video Detection
The below is the complete prompt template used to guide

the evaluation of whether a given video is AI-generated. In
this template, the evaluator is instructed to adopt a critical
stance—presuming a high likelihood of AI generation—and
to consider any two or more of the listed factors as sufficient
grounds to deem a video AI-generated.

Please carefully assess whether the video is AI-
generated, adopting a critical stance regarding its
authenticity and presuming a high probability of AI
generation. If two or more of the following factors
raise suspicion, the video should be considered AI-
generated. The factors to consider are as follows:

1. Bland or flat storylines increase the probabil-
ity of AI generation.

2. Too clean transitions between background and
foreground raise doubts.

3. Excessively uniform material or texture with-
out realistic gradients appears unnatural.

4. Unscientific or illogical perspective relation-
ships suggest AI origin.

5. Computer-generated hard folds or creases
raise suspicion.

6. Modular or collage-like visual structures sug-
gest AI compositing.

In addition to the above factors, you should also
incorporate the video’s content for a more person-
alized evaluation; if any blatant inconsistencies ap-
pear, you may determine that it is AI-generated. Fi-
nally, please provide a definitive judgment: either
output “This video is AI-generated” or “This video
is not AI-generated.” No rationale is needed—only
the result.

B Baseline Prompt Template

For comparison purposes, we also provide the baseline
prompt template used in our experiments. This baseline
prompt asks for video authenticity assessment without the
structured human-insight-driven guidance that characterizes
our main approach.

Please carefully examine the provided video and
determine whether it is AI-generated or authentic.
Consider all aspects of the video including visual
quality, content consistency, and any potential arti-
facts that might indicate artificial generation.
Based on your analysis, please provide a defini-
tive judgment: either output ”This video is AI-
generated” or ”This video is not AI-generated.” No
detailed rationale is needed—only the final result.

C The reasoning processes for the Case Analyses

The below is the reasoning process of the VLM
for the first case.

A systematic analysis of the provided video is un-
dertaken to determine its potential AI-generated ori-
gin. The evaluative framework stipulates that the pres-
ence of two or more suspicious indicators, as per
user-defined considerations, warrants a classification of
the video as AI-generated.

Firstly, an assessment of narrative simplicity was
conducted. The video portrays an individual ambulat-
ing within a corridor, a scenario characterized by a rudi-
mentary plot devoid of complex developments. This
observation aligns with a common characteristic of AI-
generated content, as AI systems may exhibit limitations
in constructing intricate narratives.

Subsequently, the interface between background and
foreground elements was examined for excessive demar-
cation or cleanliness. The visual representation of the
corridor, encompassing walls, doors, and flooring, ex-
hibits a high degree of uniformity and lacks discernible
imperfections. Such an overly pristine presentation may
suggest artificial generation, given that AI synthesis
might not fully replicate the subtle irregularities inherent
in real-world environments.

Attention was then directed towards the homogene-
ity of material textures. The attire of the individual (a
sweater and trousers) displays uniform coloration, lack-
ing naturalistic gradients or signs of wear. Furthermore,
the illumination and shadowing within the corridor are
rendered with notable evenness, absent of the nuanced
interplay of light typically observed in authentic settings.
These aspects could also be indicative of AI synthesis.

Regarding perspectival relationships, the depth of the
corridor and the positioning of doors appear plausible.
However, the overall spatial representation may exhibit
an excessive idealization, lacking the inherent irregulari-
ties of physical environments. For instance, the linearity
of wall corners and door frames appears unnaturally pre-
cise, without the subtle curvatures or wear characteristic
of real-world structures.

The presence of hard-edged characteristics in flexed
regions was also considered. Although no specific ob-
jects exhibiting overt, unnatural flexure were prominent,
the fluidity of the depicted individual’s motion was scru-
tinized. Specifically, the naturalness of limb articula-
tion during ambulation was evaluated for any mechanis-
tic or robotic movement patterns, which are frequently
observed artifacts in AI-generated videos.

Finally, an examination for modular characteristics
or collage-like effects was performed. Abrupt positional



changes of the individual across frames or the repetition
of background elements could indicate the use of pre-
existing modular assets. For instance, repetitive patterns
or structures in the corridor’s doors and walls might lead
to a disjointed overall visual composition.

Synthesizing these observations, multiple factors
within the video converge to suggest an AI-generated
origin: the simplistic narrative, the overly clean tran-
sitions between background and foreground, the ex-
cessive uniformity of material textures, and the ide-
alized perspective. Therefore, it is concluded that
the video is AI-generated.
Conclusion: The video is assessed to be AI-generated.

The below is the reasoning process of the VLM
for the second case.

A meticulous analysis is now required to determine
if the video in question is AI-generated. The assessment
will be based on six user-provided factors, each of which
will be examined systematically.

First, the mundanity of the storyline is considered.
The video depicts an interview setting: a guest, attired in
a suit and tie, is seated and speaking, with a backdrop of a
nocturnal cityscape and mountains. Such a scene is con-
ventional for authentic interview programs and does not
appear unusually bland. Therefore, this aspect is unlikely
to support a conclusion of AI generation.

Second, the cohesion between the background and
foreground is addressed, specifically whether the tran-
sition is unnaturally seamless or exhibits overly clean
separation. Observation of the video frames indicates
that the transition between the background elements
(city lights and mountains) and the foreground sub-
jects (host and guest) appears natural, without con-
spicuous segmentation or incongruity. Although AI-
generated imagery can sometimes exhibit a detach-
ment between background and subject, the elements
in this video appear well-integrated. Thus, this factor
does not presently arouse suspicion.

Third, the potential for excessive uniformity in the
materials or textures of objects is evaluated. The guest’s
suit, tie, and watch display a normal textural appear-
ance, devoid of anomalous smoothness or unnatural re-
flections. Similarly, the background lights and moun-
tains do not present evident textural irregularities. Con-
sequently, this aspect is also not considered suspicious.

Fourth, the scientific plausibility and rationality of
the perspective are examined. Visual inspection of the
frames confirms that the positioning and scale of the in-
dividuals are consistent with realistic proportions, show-
ing no distortions or illogical angles. The depiction of
the background mountains and city lights also adheres to
principles of depth and perspective. Therefore, no issues
are identified concerning the perspective.

Fifth, the presence of hard, artificial-looking lines or
unnatural creases at points of flexion (e.g., in clothing or
body posture) is assessed. The guest’s gestures and bod-
ily movements appear natural and fluid, lacking the rigid,
computer-generated appearance of sharp folds or unnat-
ural articulations. For instance, his hand gestures tran-
sition smoothly across different frames, without abrupt
breaks or disjointed movements.

Sixth, the existence of modular characteristics or
a collage-like effect is investigated. The entire scene
presents as a cohesive whole, with no discernible traces

of sectional assembly or patching. The guest’s expres-
sions and actions are coherent, and the background and
foreground elements are harmoniously integrated, obvi-
ating any sense of a ‘blocked’ or piecemeal construction.

In summary, based on the preceding analysis, no two
or more of these six factors present conditions that war-
rant significant suspicion. Therefore, according to the
user’s specified criteria, it cannot be definitively deter-
mined that the video is AI-generated.

D Failure Case Analysis

To illustrate our method’s limitations, we present a failure
case where our framework incorrectly classified an authentic
presentation video as AI-generated.

D.1 Case Description and VLM Analysis
The video depicts a speaker delivering a professional presen-
tation. Despite being authentic, our VLM framework mis-
classified it as AI-generated based on three suspicious factors
out of six evaluated dimensions:

Facial and Body Movement Fluidity: The
speaker’s facial expressions appear somewhat rigid, par-
ticularly during gestural movements, lacking smooth,
spontaneous quality and raising suspicions about authen-
ticity.

Eye and Mouth Synchronization: Analysis reveals
slight temporal delay between lip movements and audio,
with blinking frequency notably below normal ranges,
creating an uncanny visual effect.

Background and Foreground Consistency: The
transition between background and foreground elements
appears smooth without obvious edge artifacts or blur-
ring zones that would indicate digital compositing.

Lighting and Shadow Effects: The illumination
appears realistic, with shadow directions and intensities
consistent with apparent light sources in the scene.

Detail and Texture Quality: Skin and hair textures
appear somewhat coarse, with pixelation phenomena be-
coming apparent under close inspection, suggesting po-
tential compression artifacts.

Content Coherence: The speech content maintains
logical consistency throughout, with no apparent narra-
tive inconsistencies or absurd elements.

Based on three suspicious factors (movement flu-
idity, synchronization, and texture quality) meeting the
”two or more” threshold, the video is determined to be
AI-generated.

D.2 Error Analysis
This misclassification reveals key limitations: (1) Technical
Artifact Misinterpretation: The VLM incorrectly attributed
compression artifacts and natural speaking variations to AI
generation. (2) Context Insensitivity: The framework failed
to account for professional presentation settings where con-
trolled, formal demeanor is expected.

This case underscores the need for more sophisticated con-
textual understanding and refined evaluation criteria in future
iterations.



E Frame Sampling Rate Analysis

To determine the optimal frame sampling rate, we system-
atically evaluated different fps values (2, 5, 10, 20) across rep-
resentative video subsets from each dataset using three VLM
architectures.

E.1 Key Findings
Performance Consistency: Accuracy variations between
different fps settings remained below 2% across all tested
combinations. This consistency suggests that human-derived
insights are robust to moderate temporal resolution variations.
Frame Adequacy Issues: A critical challenge emerged with
videos containing insufficient frames relative to sampling re-
quirements. When videos had fewer frames than required by
the fps setting, all sampling rates encountered similar pro-
cessing difficulties.

E.2 Selection Rationale
fps=10 was selected for: (1) consistent accuracy across video
types and VLM architectures, (2) sufficient temporal resolu-
tion for artifact detection, (3) reasonable computational effi-
ciency, and (4) better handling of edge cases involving vari-
able frame rates. The negligible performance differences
validate that our human-insight-driven approach effectively
guides VLMs to focus on semantically meaningful artifacts
rather than high-frequency temporal patterns.
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